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The Department of Justice acknowledges the traditional custodians of the lands across the State of Queensland, and pays our respects to the Elders past, present, and emerging. We value the culture, traditions, and contributions that Aboriginal and Torres Strait Islander peoples have contributed to our communities, and recognise our collective responsibility as government, communities, and individuals to ensure equality, recognition, and advancement of Aboriginal and Torres Strait Islander Queenslanders in every aspect of our society. Aboriginal and Torres Strait Islander people are advised that this publication may contain the names of deceased people.
Creative Commons information
© State of Queensland (Department of Justice) 2025
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http://creativecommons.org/licenses/by/4.0/au 
This work is licensed under a Creative Commons Attribution 4.0 Licence for Australia. You are free to copy, communicate and adapt the work, as long as you attribute the authors.
The Queensland Government supports and encourages the dissemination and exchange of information. However, copyright protects this publication. The State of Queensland has no objection to this material being reproduced, made available online or electronically but only if it’s recognised as the owner of the copyright and this material remains unaltered.
Disclaimer: While every care has been taken in preparing this publication, the State of Queensland accepts no responsibility for decisions or actions taken as a result of any data, information, statement or advice, expressed or implied, contained within. To the best of our knowledge, the content was correct at the time of publishing.


About this policy
The Information Privacy Act 2009 (IP Act) requires entities bound by the Queensland Privacy Principles (QPPs) to have a privacy policy.  This Privacy Policy outlines the way the Department of Justice (we/us/our) handles personal information.  This policy is written in simple language.  Our full legal obligations with respect to the personal information we collect, use, store and disclose are in the IP Act.
This Privacy Policy applies to all our officers and meets our obligations under the IP Act, QPP 1, Open and transparent management of personal information.  The Office of the Information Commissioner has published a basic guide to the QPPs.
In this document ‘your information’ means your personal information and your sensitive information.
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Overview
We collect, use, disclose and hold personal information to exercise functions and powers under our legislation.  We also have a range of responsibilities which apply to all government departments under legislation we don’t administer.  We collect, use, disclose and hold personal information to meet these responsibilities.
We are a cohesive department.  Our teams work closely to deliver a fair just and inclusive Queensland.
We respect the privacy of your interactions with us.
In some cases, it may be possible for you to interact with us under a pseudonym (an assumed name) or anonymously (where you are not identified at all). We will let you know if corresponding this way with us will limit the services we can provide or the information we can give you.  However, for most of your interactions with us, we need your name, contact information and enough information to help us deal with the matter properly.







Our functions and responsibilities
The purposes for which we collect personal information are aligned with our functions and responsibilities.
[bookmark: _Hlk195095850]Office of the Director-General
The Office of the Director-General (ODG), together with the Executive Services Branch, is the point of liaison between the department and the Attorney-General's office.
The ODG provides professional advice and executive support to the Director-General by undertaking policy research, analysis and by making recommendations concerning the operational management of the department's divisions.
Community Justice Services
Community Justice Services comprises four agencies that provide outcomes, outside of courts, that promote a fair, safe and just Queensland. These agencies are, the Dispute Resolution Branch, Justices of the Peace Branch, Office of the Commissioner for Body Corporate and Community Management and the Registry of Births, Deaths, and Marriages.
To find out more about what each of these branches do and how, click on each underlined branch.
Corporate Services
Our Corporate Services division supports our department’s operations and provides expert advice.  This division delivers financial, information technology, infrastructure and people, capability, and culture (human resources) services.
Corporate Services also includes, the Investing and Commissioning branch which looks after government funding for legal assistance services, the Gambling Community Benefit Fund and Sector investment budget operations. 
Courts and Tribunals
Queensland Courts, the Queensland Civil and Administrative Tribunal, Dispute Resolution Branch and Body Corporate and Community Management all have judicial and quasi-judicial functions. 
They deliver dispute resolution services to the community through delivering arbitration, conciliation, and mediation services and make court decisions on criminal, civil and administrative matters.  Courts, tribunals and other judicial and quasi-judicial entities have judicial and quasi-judicial functions.
The QPPs do not apply to courts, tribunals, judicial and quasi-judicial entities, officers, and their registries in relation to their judicial or quasi-judicial functions.
However, where personal information collected, used, held, or disclosed by a court, tribunal, quasi-judicial or judicial entity does not relate to their judicial or quasi-judicial functions, the IP Act applies to those entities in the same way it does to us.
We provide administrative support to Queensland Courts and QCAT.
[bookmark: _Hlk195095895]Crown Law
Crown Law’s extensive pool of experienced lawyers advise and represent the Queensland Government in all areas of law which affect the public sector and the State of Queensland. 
Harm Prevention and Regulation
Our Harm Prevention and Regulation (HPR) division has a wide variety of functions and responsibilities directed to minimising and preventing harm to Queenslanders.
This division includes Queensland Worker Screening Services which comprise Blue Card Services (working with children screening) and NDIS worker screening (disability worker screening).
HPR also includes the Office of Fair Trading, which provides advice to consumers and businesses about their rights and responsibilities, helps resolve marketplace disputes, licenses a range of occupations, investigates unfair business practices, and prosecutes unscrupulous businesses.  
The Office of Liquor and Gaming Regulation (OLGR) is also a part of HPR. OLGR is the largest branch within HPR Division, and regulates Queensland liquor and gambling industries, contributing to safe and responsible liquor and gambling environments, that minimise alcohol and gambling harm, build community confidence and support industry development.
Reform and Performance, HPR provide specialist corporate regulatory capability to enable, support and assure, modern, outcomes-driven regulation and community education across HPR.
Justice Policy and Reform
Our Justice Policy and Reform (JPR) division includes the First Nations Justice Office, established to address the overrepresentation of Aboriginal and Torres Strait Islander peoples in the justice system.
The Justice Reform Office (JRO) also forms part of JPR. The HIR works to drive a culture of cross-departmental and cross-agency collaboration to ensure system-wide, flexible, and integrated solutions to manage increasing demand across Queensland’s criminal justice system.  JRO develops, tests and implements initiatives to reform the criminal justice system. 
The Regulatory Policy Office in JPR provides policy and legislative development for the regulation of liquor, gaming and fair trading, harm minimisation programmes for the liquor and gambling industries and research in support of liquor and gambling regulatory policy development.
JPR Secretariat Support Branch provides secretariat support to the Queensland Law Reform Commission, the Queensland Sentencing Advisory Council and the Public Trustee Advisory and Monitoring Board.  These are all entities independent of our department.
Special Projects and Statutory Reviews (SPSR) delivers outcomes to improve the justice system.  SPSR’s current focus is on the implementation of new criminal procedure laws for Queensland’s Magistrates Courts.  
Strategic Policy and Legislation (SPL) provides policy advice to the Minister, Director-General, other Queensland government agencies and Australian government entities about all areas for which our department is responsible.  SPL often publish discussion papers, exposure Bills and similar documents for community consultation.
Queensland State Archives
Queensland State Archives (QSA) is established by the Public Records Act 2023 and holds the largest documentary heritage collection about Queensland.
QSA is responsible for managing the permanent public records of Queensland public authorities and providing community access to the significant archival collection in physical and digital form. 
QSA is also the lead authority for recordkeeping policy and regulation in Queensland and promotes the implementation of appropriate recordkeeping principles and practices, regulates the retention and disposal of public records, and monitors and reports on recordkeeping compliance across Queensland public authorities. 
Portfolio Governance and Executive Services
Our Portfolio Governance and Executive Services (PGES) division includes ethical standards, executive services, the General Counsel, Internal Audit, Strategic Communication, and Strategy and Governance.  PGES provides behind-the-scenes support for our department.  
Executive Services provides professional advice and executive support to the Director-General by undertaking and coordinating policy research and analysis.  PGES’ Internal Audit Unit and Ethical Standards Unit monitors and makes recommendations about the management of our divisions and the Office of the General Counsel (OGC) provides legal services to the Minister and executive management. OGC includes Legal Advice and Advocacy, Right to Information and Privacy and the Legal Services Coordination Unit.
Independent Justice bodies
We provide a variety of support to independent justice bodies.  These are all bodies who are independent to but affiliated with us.  While these bodies report to our Minister or directly to Parliament, they are not a part of our department and are led by people appointed under law (statute):
· Crime and Corruption Commission
· Director of Child Protection Litigation
· Director of Forensic Science Queensland
· Director of Public Prosecutions
· Electoral Commission of Queensland
· Legal Aid Queensland
· Legal Services Commissioner
· Public Trustee
· Public Trustee Advisory Monitoring Board
· Queensland Family and Child Commission
· Queensland Law Reform Commission
· Queensland Sentencing Advisory Council
· The Office of the Independent Implementation Supervisor
· The Public Advocate
· The Public Guardian
We collect openly and transparently
We collect your personal and sensitive information fairly, openly, and transparently. When we collect your information, and unless the law allows or requires us not to, we will give you, or direct you to, a privacy statement which tells you we are collecting your personal and/or sensitive information, explains why and what for, where we will store it, and who we will give it to. Our privacy statements will tell you how to access and correct your information, and how to make a privacy complaint to us. We are committed to the fair and transparent collection of your personal information, and we comply with QPP 5 when we are collecting your personal information. 

To find out more about these independent bodies, click on each one.










We collect sensitive information
We may collect sensitive information about you to perform our functions, exercise our powers, and meet our responsibilities. Sometimes we collect this information from you. Sometimes we may collect sensitive information from someone else. The IP Act gives a full list of what is sensitive information.  Sensitive Information is information or an opinion about your:
Collecting your sensitive information
We usually collect your sensitive information with your permission. If we don’t ask for your permission to collect your sensitive information, this is because the law allows us to collect it without permission.

1. racial or ethnic origin; or
2. political opinions; or
3. membership of a political association; or
4. religious beliefs or affiliations; or
5. philosophical beliefs; or
6. membership of a professional or trade association; or
7. membership of a trade union; or
8. sexual orientation or practices; or
9. criminal record;
that is also personal information; or
a. health information about an individual; or
b. genetic information about an individual that is not otherwise health information; or
c. biometric information that is to be used for the purpose of automated biometric verification or biometric identification; or
d. biometric templates.

We collect personal information
Collecting your information from others
We usually collect your personal information from you unless you give us permission to collect it from someone else.  

Personal information is information about a living person.  The IP Act defines personal information as information or an opinion about an identified individual or an individual who is reasonably identifiable from the information or opinion, whether the information or opinion is true or whether the information or opinion is recorded in a material form.
We will collect your personal information such as your name, date of birth, and contact details to verify your identity. 
We may also collect information about your personal circumstances to help inform our decisions and provide you with the best outcomes we can.
The main way we collect personal information from you is when you give it to us. For example, you might contact us to:
· ask a question or request information; 
· make a complaint about one of our officers;
· make a complaint about a trader;
· complete a survey; or
· make a submission to be considered as part of a review of the law
· apply for a birth certificate, blue card or disability worker screening clearance
· apply for access to information under the Right to Information Act 2009 (RTI Act).
We aim to limit our collection of your personal and sensitive personal information to only the information we need to carry out our powers, functions, and official duties.
In some cases, we may be authorised or required under legislation or policy to collect proof of your identity before we can give you information you request.
Indirect collection
We may collect your information indirectly, either through publicly available sources, or from someone else.  We may collect your personal and sensitive information from your authorised representative, if you have one, applicants, complainants, respondents to a complaint, investigation, application, and other government agencies including State and Territory authorities, other complaint bodies or law enforcement bodies.
We would ordinarily collect your information in this way to handle a complaint or application, and with your permission.  
We commit to taking all reasonable steps to notify you about the collection of your personal and sensitive information and ask your permission to collect your sensitive information from you and your personal information from someone else.
Website collection
[bookmark: _Hlk195105023]Cookies
Our website uses cookies to collect information about our visitors and to track advertising campaign data. 
A 'cookie' is a small file that is sent to your computer when you visit our website. When you visit our website again, the cookie provides us with information about your interactions with our website. Cookies may store user preferences and other information. You can set your browser to refuse cookies or to indicate when a cookie is being sent. However, some of our website features or services may not function properly without cookies.
The information collected about you using cookies won’t normally be your personal information because you won’t be identified or reasonably identifiable to us from it.
Websites and intranet
When you visit any of our websites or intranet pages, our web servers make a record of your visit and record anonymous information for statistical purposes only. This information is:
· the type of browser, computer platform and screen resolution you are using
· your traffic patterns through our site such as:
· the date and time of your visit to the site
· the pages you accessed, and documents downloaded
· the previous page you visited before visiting our site
· the internet address of the server accessing our site
· demographic data such as: gender, age and interests.
We use this information to analyse user activity to improve user experience on our websites.
If you don’t want your data collected in this way, you can opt out by adjusting your Ad Settings or installing the Google Analytics opt-out browser add-on. This add-on instructs the Google Analytics JavaScript running on websites to prohibit sending information to Google Analytics. This information will only be made available to our department.
Mailing lists and event registration
We collect your contact information for mailing lists or for event registration.  We sometimes use other providers such as Vision6 for bulk mailouts and EventBrite for event registration. Vision6 and EventBrite have their own privacy policies. EventBrite may store the personal information it collects from you outside Australia.

Social networking services
We use X (Twitter), Facebook (Meta), Instagram, YouTube and LinkedIn to communicate with the community about our work. When you communicate with us using these services, we collect the personal information you give us when communicating on these networking services.

X, Facebook, Instagram, YouTube and LinkedIn all have their own privacy policies.  

How we use your information and when we give it to others
We limit the way we use your information
We usually use your information for the purpose we first collected it.  When we collect your personal information, we tell you why it was collected and what we will do with it.  Look for this information in our privacy statement which you should, see, hear or be given when we are collecting your information.
Each of our business areas will collect your personal information for a specific purpose related to their functions and activities or for analytics, business improvement or to consider job applications if you’ve applied for a job with us.
We don’t use your personal information for a different purpose unless you give us your permission or unless you QPP 6.2 allows us.
We limit who we give your information to 
We usually only disclose (give) your information to the people or entities we tell you we will disclose it to when we collect your personal information. Look for this information in our privacy statement which you should see, hear or be given when we are collecting your information. 
If we want to give your personal information to someone else without telling you about it in a privacy statement, we will only do this if you give us your permission to, or unless QPP 6.2 applies.  For instance, there is legislation we work under (‘enabling legislation’) which allows or requires us to give some of your personal information to regulators and other entities.

[bookmark: _Hlk195111310]Where we store your information
Cloud Servers
We mainly store our data, including your information, here in Australia. However, we also store our data on the cloud, in servers inside and outside of Australia.  These overseas servers are usually located in the United States of America.
If we will give your personal and sensitive information to an entity who will store it outside of Australia, such as Microsoft, we will tell you when we collect your personal and sensitive information. Microsoft has its own privacy policy.
We protect the integrity of your information.
Good quality information, which is accurate, complete, up to date leads to good quality decision-making and fair outcomes.

In other circumstances we may disclose your information to organisations or others outside Australia for example, where you are based outside Australia, you are making a complaint about an entity outside Australia or if we are allowed under an Australian law or court or tribunal order.
On our premises 
We store some of our data, including your information on our premises.  Where this is the case, we protect your information by imposing a range of security controls like, lockable storage restricted digital access and restricted physical access (such as on restricted access floors of our offices).
When we are dealing with others in person, we keep your information out of sight unless the person we are dealing with is authorised to know your information. 
Emails
If you give us an email address from a provider who stores personal information outside Australia, such as a Gmail, Yahoo! or Live email address, we will write to you at that address.
When we send your information to your email address, it will be stored in the country your email service provider chooses.
To avoid the disclosure of your personal information outside of Australia through your email address, consider giving us an email address from an Australian service provider, who stores its data in Australia.

Quality and security of your information
We protect the integrity of your information.
Good quality information, which is accurate, complete, up to date leads to good quality decision-making and fair outcomes.

Quality of your information
We take reasonable steps to ensure your collected information is accurate, up to date, complete and not misleading.
We do this by:
· keeping our records in a consistent way and in accordance with the Public Records Act 2023,
· double checking source information before we use or disclose your information, 
· quality checking our correspondence to make sure it contains only accurate, complete, and up to date information, 
· giving you avenues, including informal avenues to contact us to update us with any changes to your information or circumstances about you,
· regularly training our officers to routinely double check the accuracy, currency, and completeness of your personal information through mandatory IP Act training, which must be repeated every two years
· by giving you formal avenues, under the RTI Act, to correct or update your personal information held by us. There is more information about this formal avenue below.
Security of your information
We protect the security of personal information we hold from both internal and external threats by:
· regularly assessing the risk of misuse, interference, loss, and unauthorised access, modification, or disclosure your information,
· support our officers by providing mandatory and regular targeted privacy and security training to all our business areas,
· where appropriate, requiring employees and service providers to sign confidentiality agreements and enter information sharing agreements with us regarding access to, and the use of, personal information held by us or given to service providers,
· encouraging our divisions to develop strong local governance frameworks around handling your information, 
· frequently reviewing our suite of information management and security policies, 
· giving our officers clear direction on how to respond to data breaches, in our Data Breach Notification Policy and Procedure,
· storing and retaining the information we collect securely in accordance with the Public Records Act 2023 and relevant retention and disposal schedules,
· implementing the requirements of the Information and Cyber Security Policy which applies to all Queensland government departments (IS18),
· restricting access by our employees, contractors or other authorised parties to your information held by us by role and need for access,
· taking unauthorised access to, and use of, personal information seriously, and taking disciplinary action where necessary or warranted,
· taking disciplinary or other action on data breaches which may be warranted in those circumstances,
· aiming to securely destroy and identify all your information which we no longer need, and which isn’t required under a law for us to keep.
· undertaking privacy impact assessments on all projects and activities which involve personal information and sensitive information.
Getting and correcting your information
You can access or correct your information
We give you formal and informal ways to access your information or correct it.

You have a right to get access to your personal information held by us either informally, under our Administrative Release Policy or formally, under the RTI Act.
We aim to provide as much information as quickly as possible.  To apply to us for access to, or correction of, your information, you can apply online at www.rti.qld.gov.au, or you can contact our Right to Information and Privacy Team on (07) 3738 9893 or by email to RTIAdministration@justice.qld.gov.au 
Where you are applying under the RTI Act for access to, or correction of, your information held by us, you will need to provide RTI and Privacy with evidence of your identity.  To find out more, go to our Right to Information and Privacy webpage.
Making a complaint
Through education and regular messaging, we make our expectations about how your personal information should be managed clear to our officers.
Sometimes, despite our best efforts, we make mistakes which lead to unauthorised use or disclosure of your information.
Our officers must comply with our Mandatory Data Breach Notification Policy and Procedure and are aware they must report all data breaches as soon as possible.
This sometimes means our RTI and Privacy team are often aware of a breach before you are.
We will notify you if we identify a data breach involving your information which will likely cause serious harm. If we don’t have your contact information, we will publish an online statement or take other reasonable steps to make the data breach as widely known as possible.  
We do this to help you take any additional actions you can to protect your information, such as changing a password or contact information and to comply with our obligations under section 73 of the IP Act.
We are committed to protecting and respecting your privacy. If you become aware of any act or practice which interferes with your right to privacy, you can make a complaint to us through our RTI and Privacy team by emailing us at privacy@justice.qld.gov.au, or calling (07) 3738 9893.  
You can also make a privacy complaint to us by lodging your complaint on our Compliments and Complaints page. We manage our privacy complaints in accordance with our Information Privacy – Complaints and Breaches Investigation Procedure. If you would like assistance with making your complaint, or if you’ve got any questions about how we manage your personal and sensitive information, you can reach our RTI and Privacy team by email to privacy@justice.qld.gov.au, or by phone to (07) 3738 9893.
We will only use and disclose your complaint information as allowed under the IP Act or under another Australian law or court order.
1. Authority
Information Privacy Act 2009
Right to Information Act 2009
Public Records Act 2023
Public Sector Ethics Act 1994

2. Related Documents
Department of Justice Data Breach and Response Policy
Privacy Complaints and Investigations Procedure
IS:18 – Information and Cyber Security Standard
3. Document History and Contact Details
Version: 1
Implementation Date: 4 July 2025
Review Date: 4 July 2027
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Contact Details
Owner: Director-General, Department of Justice
Contact Officer: Michelle Duckworth, Director, Right to Information and Privacy
Phone: (07) 3738 9887
Email:  michelle.duckworth@justice.qld.gov.au 
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